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1. L‘l’l’ﬁgi‘viﬁ’l Console Segrite Endpoint Security Management

11]17;L3115 Clients > wau Manage Policies > Add

£} Admin Settings | [ Support | 7 Help | [® Logout

Segrite

Endpoint Securitv 7.6 1otal Home Settings  Reports ) =

Clients

Client Status Client Action Client Deployment Manage Groups Manage Policies Assets

Policies help you manage the client settings for different groups within your organization. Here you can create and copy policy. Also, you can view policy details and status of
the policy applied on the endpoints.

Add Delete Import Export ?
Policy Name Groups Access Policy Applied On Policy Pending On Action
- Default - - =
v @ Default Default - - B
Client Default 2 Endpoints -
T_Policy IT Default - - B

2. inuA Policy Name uag Description

£} Admin Settings 9 Support ? Help [> Logout

Seqrite

End point Secuntv 7.6 Total Home m Settings Reports

Clients

Client Status Client Action Client Deployment Manage Groups Manage Policies Assets

Add policy settings
Policy Name: Test_Policy
Description: Policy for test]
Client Settings Schedule Settings
-

Let clients configure their own settings

Scan Settings  » Scanner Settings

Select scan mode:
® Automatic (Recommended)
External Drives Settings Advanced

Email Settings

Select the items to scan:
IDS/IPS "
Scan executable files

Firewall Scan all files (Takes longer time)
+#| Scan packed files

Web Securit
v #| Scan mailboxes

Application Control #| Scan archive files
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> 'lUfi General Settings > Authorize access to the client settings > §14 Password

14 U 1
%4

* p5edulfan1sne Password #LA3a9 Client Waly User ldanansaudluan Config 1@ drazudlan

fadld Password 4

Scan Settings General
. - #| Authorize access to the client settings
Email 5ettings I - = I
Enter Password: [—
External Drives Settings
Confirm Password: -
IDS/IPS
. #| Enable Safe Mode Protection
Firewall

#| Enable Self Protection
LA R Enable News Alert

FTE T T Backup for Ransomware Protection

This feature automatically takes a backup of all your important files to protect from a ransomware attack. You may

Advanced Device Control ! | - o
disable this feature if you have any other application for data backup.

Data Loss Prevention #| Enable Backup data (Recommended)

L) i -
File Activity Monitor Default Backup Location:

New Backup Location:
Update Settings

Internet Settings Network Path Location:

Patch Server Username:

General Settings  »
Password: est

4. Nn"5 Save Policy > OK

Tray lcon
Configure number of days to change the colour of the tray icon if the client is not updated for a set number of days.

Turn the tray icon to red on day 8 -

o Policy settings saved successfully.
oK

Note:

Please refer the Administrator Guide for details about settings which are applicable as per the platform.

Save Policy Cancel
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